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11:00 -12:00 Opening Ceremony of Polish Pavilion:

ź Opening of the pavilion and welcome speech

by Katarzyna Skórzyńska, Chargé d'Affaires, Embassy of the Republic of Poland in Brussels

ź Polish Presidency priorities in the area of cybersecurity 

by Katarzyna Prusak-Górniak, Permanent Representation of the Republic of Poland 

in Brussels - Head of the Digital Department

ź NCC and its role in developing cybersecurity capacity in Poland

by Katarzyna Nowak, NCC-PL, National Cybersecurity Competence Centre

ź Development of the digital finance sector in Poland 

by Paweł Widawski, CEO Future Finance Poland, FINTECH Poland  
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13:00 – 13:30 (Mikołaj Otmianowski i Maria Błach) DAPR 

   Implementing the DORA Register of Information – case study by R   EDINTOGREEN 

13:30 – 14:00  (Joanna Galuba)CyberClue

   Cyber-attack simulation – see what your SIEM sees

14:00 – 14:30  (Michał Orzechowski)STM Cyber 

   Hack the unhackable - (IN)Security of payment terminals
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Case Study Sessions

14:30 – 15:00  (Artur Maj)Prevenity

   The Art of the Unexpected: Curious Cases from Application S   ecurity Testing

15:00 – 15:30  (Rudi Wynen, Diana Jansson)Vector Synergy

   How to secure your most critical data assets from a human    perspective

15:00 – 15:30  (Olga Budziszewska)Cyrima Fintech Poland

   Securing Success: how to integrate CYber RIsk Management in modern project delivery



Day 2 

13:00 – 13:30   (Marcin Kaźmierczak)Sycope

   Think Fast, Detect Faster: Real-Time Threat Hunting with Network    Insights & MITRE ATT&CK 
 
13:30 – 14:00  (Krystian Wybranowski) Perceptus

   Behind the Scenes of Secure Sharing: A perc.pass case study -    when the email leaks, 

   the password doesn’t (TBC)

14:00 – 14:30  (Katarzyna Dąbrowska, Łukasz Kokoszka)Sisoft

   It’s not just hackers in hoodies

   Real-world cyber-attacks in Automotive & Retail

14:30 – 15:00  (Bartłomiej Ziółkowski)CDeX

   Human Factor - Measuring the Unmeasurable
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The Polish Investment and Trade Agency (PAIH) is a leader in export and investment consultancy, 

operating on dozens of markets around the world. As the first contact point it is a partner for 

entrepreneurs on the domestic and foreign markets. PAIH is a modern institution which belongs to 

the Polish Development Fund Group (PFR).

Polish Investment and Trade Agency, Foreign Trade Office (ZBH) Amsterdam responsible for 

Benelux markets .

PAIH’s mission is to increase the inflow of foreign direct investments to 

Poland, as well as supporting the internationalization of Polish 

companies. We operate both in Poland and through our Foreign 

Trade Offices (ZBH) abroad. We are committed to promoting Poland 

and the Polish economy. We aim to increase the awareness of Polish 

brands on international markets. We promote national products and 

services, as well as Polish innovative information technology.

How we can help… …build competitive
advantages?
We offer comprehensive services for entrepreneurs, 

combining industry competences with international 

experience. We help entrepreneurs select their optimal 

foreign expansion path, overcoming administrative 

procedures for specific projects, the development of 

legal solutions, finding a suitable location as well as 

reliable partners and suppliers.

Organizer Profile

World Trade Center, Tower C, 6th floor, 

Strawinskylaan 643, 1077 XX Amsterdam, The Netherlands

amsterdam@paih.gov.pl

www.paih.gov.pl



We connect innovative startups, SMEs, IT industry leaders, academic experts, and key organizations, fostering knowledge exchange, 

joint projects, and the global promotion of Polish cybersecurity expertise. By working with international corporations, trade 

chambers, and the public sector, we actively shape the future of the digital world.

#CyberMadeInPoland is a leading cybersecurity cluster that brings together over 60 Polish 

companies, research institutions, and public administration to create a unique ecosystem of 

collaboration. Our mission is to build a secure cyberspace and support the expansion of Polish 

technologies into international markets, shape and develop a safe cyberspace in Poland by creating 

an ecosystem consisting of representatives of the private, public, academic sectors and non-

governmental organizations. The synergy resulting from the cooperation of all sectors will ensure a 

comprehensive approach to the development of this area in our country and abroad.

Partner  Profile

Polish Cybersecurity Cluster CyberMadeInPoland Sp. z o.o.

ul. Wilhelma Feldmana 4/9-10, 31-130 Cracow, Poland

office@cybermadeinpoland.pl 

www.cybermadeinpoland.pl



ź Providing a forum for dialogue among market participants, analyzing new phenomena and challenges for the financial sector.

ź Building a dynamic fintech ecosystem that is open to all stakeholders, ranging from startups and global financial institutions to 

investors, professional service providers, and public institutions.

ź Analyzing new developments in the digital finance space, identifying challenges and new opportunities for the entire financial 

sector and the state.

ź Actively promoting the digital finance sector, including Polish fintechs, abroad.

FinTech Poland is currently the largest association of companies in the financial innovation industry. 

Established in 2016 as an independent think tank specializing in digital finance, its mission is to 

accelerate the development of the fintech sector and foster the growth of a next-generation 

financial center in Poland. The foundation aims to achieve this by:

Partner  Profile

Foundation for Financial Innovation FinTech Poland

ul. Migdałowa 1,  02-796 Warsaw, Poland 

info@fintechpoland.com

www.fintechpoland.com/en



NCC-PL implements this mission in particular by building national capacity in the field of cybersecurity. To achieve this 

goal, NCC-PL:

ź acts as a contact point for Polish cybersecurity entities in the field of activities and initiatives of European organizations and of the 

members of European cybersecurity community,

ź supports entities interested in applying for grants from European funds to carry out cybersecurity projects,

ź supports building partnerships as well as cooperation and exchange of information, both domestic and cross-border,

ź strengthens the competitiveness of Polish SMEs operating in the field of cybersecurity and supports the visibility of Polish 

innovative solutions in this area on the national and European market.

We invite you to follow the activities of NCC-PL and the information provided by this center on the https://www.gov.pl/web/cyber-

nccpl website and on the Linkedin profile: https://www.linkedin.com/company/ncc-pl/

National Coordination Centre Poland (NCC-PL) is part of the European Network of National 

Coordination Centres established in 2021 and cooperating with European Cybersecurity Industrial, 

Technology and Research Competence Centre. These structures have been designed to strengthen 

the Union's resilience to cyber-attacks and ensure its strategic autonomy in the field of cybersecurity 

as well as to increase the competitiveness of the EU's cybersecurity industry.

Partner  Profile

National Cybersecurity Coordination Centre PL

ul. Królewska 27, 00-060 Warsaw, Poland

ncc@cyfra.gov.pl 

www.gov.pl/web/cyber-nccpl



AFINE is an elite offensive security firm 

relentlessly dedicated to securing your digital 

frontier. Trusted by global enterprises and 

industry leaders, we specialize in penetration 

testing, red teaming, vulnerability research, 

and tailored cybersecurity solutions that 

anticipate threats before they emerge.

With unparalleled technical expertise and 

b a t t l e - t e s t e d  m e t h o d o l o g i e s ,  o u r 

cybersecurity experts uncover and eliminate 

vulnerabilities others overlook. At AFINE, we 

don't just defend—we proactively hunt threats, 

leveraging cutting-edge technology and 

strategic insight to protect your assets and 

reputation.

CEDEX have created a one of a kind, cyber 

range, which helps organizations improving 

their cyber resilience. 

The platform offers a simulation environment 

with real-world training scenarios and testing 

solutions. CDeX (Cyber Defence & Exercise 

Platform) supports three main areas – security 

assessment, skill development and research & 

development.

Participants Profiles

CYBERCLUE  build clients' cyber resilience. 

Advise, raise awareness (training, phishing, 

campaigns), test (pentesting), implement 

Security Information and Event Management 

(SIEM) systems, provide SOC (Security 

Operation Center) as a Service and ongoing 

support in improving IT security. Helping to 

build cybersecurity culture and coherent 

cyber strategy.

www.afine.com www.cdex.cloud www.cyberclue.tech

http://www.afine.com
https://cdex.cloud/
https://cyberclue.tech


PERCEPTUS supports clients with system 

solutions and services that strengthen the 

cyber resilience of their organizations. 

Develop own products, including the first 

Polish password manager Perc.pass. 

Preceptus delivers comprehensive solutions 

including IT security systems, digital tools, 

h a r d w a r e ,  a n d  s o f t w a r e  t h a t  e n s u r e 

c y b e r s e c u r i t y  f o r  v a r i o u s  t y p e s  o f 

organizations: businesses, public entities, 

government bodies, municipalities, and 

administrative units.   Perceptus offers 

specialized cybersecurity services such as SOC, 

MDR, information security audits, penetration 

testing, and cybersecurity training.

PREVENITY is a cybersecurity company with 

over 15 years of experience, specializing in 

independent security testing and security 

assessments. 

Each year, the company conducts 250–300 

penetration testing projects for some of the 

largest and most recognized companies in 

Poland and worldwide. Its deep technical 

expertise and practical experience make it a 

t rusted partner  in  secur ing cr i t ical  IT 

infrastructures.

Participants Profiles

DAPR operating under the brand RED INTO 

GREEN, offers a LegalTech application aimed 

at automating risk analysis and creating 

action plans in accordance with European 

regulations, such as DORA, NIS2, and GDPR.

This tool offers real-time risk reporting, 

dynamic risk analysis through integration with 

vulnerability scanning tools, and helps ensure 

compliance with legal requirements and 

ISO27001 standards. The platform consolidates 

risk data in one place, facilitating management 

and coordination of team efforts, and also 

providing access to training and expert 

support.

www.redintogreen.pl www.perceptus.pl www.prevenity.com

https://redintogreen.pl/
http://www.perceptus.pl
http://www.prevenity.com


STM CYBER is a company specializing in 

cybersecurity, created by a team of highly 

qual ified experts  with  many years  of 

e x p e r i e n c e  a n d  r e c o g n i z e d  i n d u s t r y 

certifications. 

T h r o u g h  p a s s i o n ,  c o m m i t m e n t ,  a n d 

professionalism, we provide comprehensive IT 

services for key clients in sectors such as 

banking and finance, law enforcement, energy 

and fuel, public administration, and e-

c o m m e r c e ,  b o t h  d o m e s t i c a l l y  a n d 

internationally. Our solutions are also tailored 

for companies with infrastructure based on OT 

and IoT technologies. As an organization, we 

adhere to the highest quality standards, fully 

complying with ISO 27001, ISO 9001, and AQAP 

2110 norms.

S Y C O P E  i s  f o c u s e d  o n  d e s i g n i n g  a n d 

developing highly specialised IT solutions for 

montoring, improving network performance 

and security.

Sycope main solution is a network monitoring 

and security software using real-time flow 

analysis, enriched with business context, to 

help businesses assess performance and 

protect IT infrastructure. It records, processes, 

and analyses all parameters contained in 

flows, enhanced by SNMP, geolocation, and 

security feeds. Sycope consist of 4 modules: 

Visibility, Performance, Security Asset Discovery

Participants Profiles

www.stmcyber.pl www.sycope.com

SISOFT is a cybersecurity expert specializing in 

advanced Threat-Led Penetration Testing 

(TLPT) and authentic adversary simulations.

We proactively identify and mitigate cyber risks 

before they impact your business. Our 

dedicated approach helps you build a resilient 

security culture tailored precisely to your 

organizational goals. 

Working closely together, we transform 

potential vulnerabilities into clear, actionable 

strategies,  protecting your operations, 

supporting continuous performance, and 

enabling confident business growth.

www.sisoft.pl

http://www.stmcyber.pl
http://www.sycope.com
http://www.sisoft.pl


Participants Profiles

VECTOR SYNERGY is a one-stop command 

centre for IT and defence solutions specialised 

in security-sensitive and high-demand 

industries. 

The mission is to bridge the gap between 

advanced IT services and the rigorous 

demands of sectors requiring the highest 

security and efficiency levels by creating a new 

pool of high-demand experts as well as top-

grade IT solutions. Vector Synegry offers access 

to otherwise inaccessible elite security-cleared 

professionals across the United States and the 

European Union.  

www.vectorsynergy.com

Cyrima is an innovative tool designed to 

support cybersecurity and compliance within 

project management. It  offers a cost-

effective, easy-to-integrate solution that 

e n s u r e s  t h e  e f fi c i e n t  e x e c u t i o n  o f 

cybersecurity and compliance requirements 

in your projects and software delivery 

processes.

With Cyrima's seamless Jira integration plugin, 

you can easily access a comprehensive 

p r o c e s s  r e p o s i t o r y  c o v e r i n g  p r o j e c t 

management, SSDLC, risk management, key 

supplier security, and business continuity and 

generate a ready-to-use tasks backlog and 

operational instructions tailored to the specific 

needs and risk level of your projects. With 

Cyrima, you can be confident that your project 

wil l  be securely managed end-to-end, 

adhering to the most up-to-date legal 

requirements.

www.cyrima.com/en/

http://www.vectorsynergy.com
https://cyrima.com/en/
https://cyrima.com/en/
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